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1 | About this document

1 About this document

Target audience

Authorised installers

Documentation set
This document is part of a documentation set. The complete set consists of:
= Installation manual:

- Installation instructions

- Format: Paper (supplied in the kit)

Installer reference guide:
- Preparation of the installation, reference data,...

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/
product-information/

= Airnet handbook:
- Commissioning of the iTM or LC8 controller

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/
product-information/

Intelligent Touch Manager installation manual (DCM601A51):

- Installation instructions

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/
product-information/

LC8 installation manual (DLC602B51):

- Installation instructions

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/
product-information/

Latest revisions of the supplied documentation may be available on the regional
Daikin website or via your dealer.

The original documentation is written in English. All other languages are
translations.
Technical engineering data

= A subset of the latest technical data is available on the regional Daikin website
(publicly accessible).

= The full set of latest technical data is available on the Daikin Business Portal
(authentication required).
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2 Installation

2.1 General safety precautions

2.1.1 General

Please read these general safety precautions carefully before installing air
conditioning equipment, and be sure to install the equipment correctly.

Failure to follow these instructions properly may result in property damage or
personal injury, which may be serious depending on the circumstances.

After completing the installation, make sure the power supply and controller
modules operate properly during the startup operation.

Meaning of warnings and symbols

These safety messages are used to attract your attention. The meaning of each
safety message is described below:

WARNING

Indicates a situation that could result in death or serious injury.

CAUTION

Indicates a situation that could result in minor or moderate injury.

> B> P

DANGER

Indicates a situation that results in death or serious injury.

,’P\?

DANGER: RISK OF EXPLOSION

Indicates a situation that could result in explosion.

INFORMATION

Indicates useful tips or additional information.

@_.

NOTICE

Indicates a situation that could result in equipment or property damage.

If you are NOT sure how to install or operate the unit, contact your dealer.

WARNING

Improper installation or attachment of equipment or accessories could result in
electrical shock, short-circuit, leaks, fire or other damage to the equipment. Only use
accessories, optional equipment and spare parts made or approved by Daikin.

> B

WARNING

Make sure installation, testing and applied materials comply with applicable
legislation (on top of the instructions described in the Daikin documentation).

Installer reference guide
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2 | Installation

CAUTION

Wear adequate personal protective equipment (protective gloves, safety glasses,...)

when installing, maintaining or servicing the system.

WARNING

Tear apart and throw away plastic packaging bags so that nobody, especially
children, can play with them. Possible risk: suffocation.

2.1.2 Installation site

Do NOT install the equipment in a potentially explosive atmosphere.

2.1.3 Electrical

é DANGER: RISK OF ELECTROCUTION

® Turn OFF all power supply before connecting electrical wiring or touching
electrical parts.

= Disconnect the power supply for more than 10 minutes, and measure the voltage
at the terminals of main circuit capacitors or electrical components before
servicing. The voltage MUST be less than 50 V DC before you can touch electrical
components. For the location of the terminals, see the wiring diagram.

* Do NOT touch electrical components with wet hands.

® Do NOT leave the unit unattended when the service cover is removed.

WARNING

A main switch or other means for disconnection, having a contact separation in all
poles providing full disconnection under overvoltage category Ill condition, shall be
installed in the fixed wiring.

>

WARNING

= ONLY use copper wires.

>

= Make sure the field wiring complies with the applicable legislation.

= All field wiring must be performed in accordance with the wiring diagram
supplied with the product.

= Make sure to install earth wiring. Do NOT earth the unit to a utility pipe, surge
absorber, or telephone earth. Incomplete earth may cause electrical shock.

® Make sure to use a dedicated power circuit. NEVER use a power supply shared by
another appliance.

= Make sure to install the required fuses or circuit breakers.

* Make sure to install an earth leakage protector. Failure to do so may cause
electric shock or fire.

WARNING

= After finishing the electrical work, confirm that each electrical component and
terminal inside the electrical components box is connected securely.

= Make sure all covers are closed before starting up the unit.

MCS341-DS1-111 |4 DAIKIN Installer reference guide
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2 | Installation

2.2 Daikin system equipment

The installation requires:

- The gateway MCS341-DS1-111, spare part number EU.SB.5000072. The wiring
to connect to the power convertor is included here.

- An AC/DC power convertor (PWD-90AW24), spare part number 999175A.
And one of the following:

- iTM controller, product number DCM601A51

- LC8 controller, product number DLC602B51

For more information on this equipment, see "4 To commission the iTM or LC8
controller" [» 21].

If there is a missing or defective part, contact the dealer where you purchased this
product.

2.3 System description

The Security gateway allows the iTM and LC8 to connect through the Security
gateway to the Daikin Cloud Service.

Now, instead of sending the report to the router directly, the iTM or LC8 controller
sends the report to the Security gateway first. The Security gateway transforms the
report format from http to https and then sends the transformed https report to
the Daikin Cloud Service via the router.

2.3.1 Local network setup

Set up the local network as shown in the following diagram:
f e d b

http://cloud.daikineurope.com

ouT IN
F1,F2|F1, F2

[F1,F2]P1, P2] [F1,F2[P1, P2] [F1, F2[P1, P2]
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Security gateway
iTM or LC8

Units

LAN gateway

Daikin Cloud Service

-0 Q n T O

Computer with connection to the Daikin Cloud Service

The table is only intended as an example and only applicable for the setup
indicated in the image above.

iTM or LC8 Security gateway |Router
IP Address 192.168.1.50 192.168.1.51 192.168.1.1
SubnetMask 255.255.255.0 255.255.255.0 255.255.255.0
Default gateway |192.168.1.51 192.168.1.1
Preferred DNS 192.168.1.51 192.168.1.254
Alternate DNS 192.168.1.51 192.168.1.254
2.3.2 Specifications
Category Class Specifications Remarks
Hardware Manufacturer CONTEC —
Model number MCS341-DS1-111 —
CPU ARM Cortex-A8 600 MHz —
LAN port 10BASE-T/100BASE-TX —
RAM 512 MB —
ROM 32 MB —
oS Ubuntu 14.04 —
Temperature —20°C~+60°C —
range
SD card capacity |4 GB —
Boot disc SD card —

2.4 Before installation

Before you start installing the Security gateway, complete the following

preparations:

= check that the Security gateway module and power supply come with all

accessories,

= check that you have all equipment necessary to install the Security gateway
modules, see "About necessary equipment" [ 7],

= familiarize yourself with the location of the terminals and switches of the Security
gateway modules, see "About the location of the terminals" [» 8].

2.4.1 About necessary equipment

Use the following equipment to install Security gateway modules:

= a flat-blade screwdriver,

MCS341-DS1-111 |4 DAIKIN Installer reference guide
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2 | Installation

= a Phillips screwdriver,
= the necessary amount of electrical wires and appropriate wiring tools.

For more information on what wires to use, see "2.6 About electric wiring" [» 9].

2.4.2 About the location of the terminals

Understand the arrangement of terminals and the location of openings on the
module and plan how to route the cable and in which order to connect its wires to
facilitate the installation procedure.

For connection details see "2.6 About electric wiring" [» 9].
| fghk d e

(g\
|
CPS-MCS341-DS1
[\ v RN
0 |aavoc| v [, =%
S L BN
= B ek
A00
©© b E% [SNEIAY)
AN
0[]
e |\ P - -
= T S
o0 e TRM
[l rRx O
w71 CONPROSYS
our| [ o
DI03 E D%
Y z
O INPUT
AC100-240V
@ N L
°_0O_.0O_.0
® ~U [~
©CONTEC
joi c b a
a Live terminal 230V AC
b Neutral terminal 230 V AC
¢ Earth terminal
d Power supply output 24 V DC (+)
e Power supply output 24 V DC (-)
f Contactinput 24V DC (+)
g Contactinput 24V DC (-)
h Earth terminal
i

Ethernet connection (A) Refer to Setup types in "8 Appendix A — About detecting

the IP address of the Security gateway" [» 35] For correct wiring

J Ethernet connection (B) Refer to Setup types in "8 Appendix A — About detecting
the IP address of the Security gateway" [» 35] For correct wiring

k "DC_OK"LED (DC_OK)

| "PWR"LED (PWR)

2.5 Toinstall the 2 Security gateway hardware components

The Security gateway modules are to be mounted onto a 35 mm DIN rail.

1 Place the module over the top of the DIN-35 rail so that the upper hook on the
rear face is hooked in.

2 Push the module in direction (a) until the lower hook snaps into the rail.

Installer reference guide 4 DAIKIN MCS341-DS1-111
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2 | Installation

3 If necessary, pull the lever on the lower parts of the module in direction (b) to
click the module onto the rail. Use a flat-blade screwdriver if necessary.

4 Repeat the previous steps for all other modules.

2.6 About electric wiring

This chapter will describe the procedure to connect the Security gateway
components with Daikin devices and other equipment.

For all wiring requirements see "7.4 Wiring requirements Security
gateway" [» 33].

WARNING

= Do NOT turn on the power supply before all wire connections are completed. Not
doing so may cause an electric shock.

= After the wiring is completed, double-check that all wires are connected correctly
before turning on the power supply.

= All field supplied parts, materials and electric works MUST comply with the
applicable legislation.

INFORMATION

At the time of writing, some connectors are NOT active, but provided for future use.

i @

2.6.1 To connect the power supply

Connect the power supply as shown in the following arrangement:

MCS341-DS1-111 'DA’K’N Installer reference guide
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24V DC
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1 Connect the power supply to the 3 terminals, L (live), N (neutral) and ground
in the input section of the power supply (PS).

Using the wiring delivered with the Security gateway:

2 Connect the DC power supply output terminals of the PS to the contact input
terminals of the Security gateway module. Take the polarity of the wires into
account.

3 Connect the earth terminal of the PS (a) to the earth terminal of the Security
gateway (b).

Once all wiring has been completed:

4 Double-check and then turn on the power supply.

CAUTION
The power supply is ONLY guaranteed when the "DC_OK" LED (DC_OK)(c) on the PS

and the "PWR" LED (PWR) (d) on the Security gateway module are green.

If one or more of the above LEDs are NOT lighting up, check for faulty wiring.

2.6.2 To connect the Security gateway to the local network

Basic setup (recommended)
1 Connect the power supply in the same way as shown in "To connect the
power supply" [» 9].
2 Add the Security gateway to the local network as shown in the following
figure:

Installer reference guide 4 DAIKIN MCS341-DS1-111
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2 | Installation

9

|

@CoNTEC |/

Outdoor unit

LAN connection (DIII)
iTM or LC8 controller
LAN connection to port A
Security gateway

LAN gateway (RJ-45)
User PC

Daikin Cloud Service

50| -n® Q. n T O

Plug in the power supply.

To connect to DIII-NET compatible equipment
Refer to:
= Ainet handbook:

| S— R
ouT__IN i —
F1,F2[F1, F2 =

- For commissioning of the iTM or LC8 controller

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/

product-information/
= iTM installation manual

= LC8 installation manual

To connect the LAN cable

For all wiring requirements see "2.3 System description" [» 6].

Do NOT connect the LAN cable until you start commissioning the LAN Gateway.
Otherwise, a network address conflict may occur.

MCS341-DS1-111 PDAIKIN

Security gateway
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3 Commissioning

WARNING
Only qualified persons should conduct commissioning.

CAUTION
Preliminary electrical system checks such as earth continuity, polarity, resistance to

earth and short circuit must be carried out by using a suitable test meter by a
competent person.

3.1 About commissioning the Security gateway setup

After you have verified that the Security gateway components have been installed
and all necessary wiring has been completed, you can start the commissioning of
your Security gateway setup.

In this commissioning phase, you will do the following:

= Configure your computer to be able to connect to the Security gateway, see
chapter "To connect to the intelligent Tablet Controller for the first time" in the
intelligent Tablet Controller Installer reference guide.

= Configure the LAN settings, see "3.3 To connect to the Security gateway for the
first time" [» 13] To configure the network settings (local commissioning tool).

= Configure the date and time, see "To set up the time zone of the Security
gateway" [» 20].

= Add all attached (Daikin) equipment to the Security gateway web interface, see
"4 To commission the iTM or LC8 controller" [» 21] to configure the connected
devices quickly (local commissioning tool).

3.2 Minimum requirements for the commissioning

Before you start configuring the Security gateway, complete the following
preparations.

= Make sure your computer specs comply with the minimal requirements
mentioned in "7.5 System requirements" [» 34].

= Contact your network administrator for the following network information for
the Security gateway:

- the desired network name for the Security gateway,
- the static IP address and corresponding subnet mask of the Security gateway,

- the static IP address and corresponding subnet mask of the iTM or LC8
controller,

- the IP address of the default gateway,
- the IP address of the DNS server, and
- the IP address of the alternate DNS (if applicable).

= Make sure the power of all connected equipment is turned on.

Installer reference guide
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3 | Commissioning

3.3 To connect to the Security gateway for the first time

A new Security gateway module has a fixed IP address 192.168.0.126 and a subnet

mask 255.255.255.0.

To connect to this device, you will have to change the IP address of your computer

to the same range as this IP address.

Plug a CAT 5e (or higher) Ethernet cable into the Security gateway module (a).

2 Connect the Ethernet cable with your computer (b) and change your IP
address to match that of the Security gateway module.

On your computer, go to the Control Panel.

In the Control Panel, click the Network and Sharing Center option and then

the Change Adapter Settings option.

5 In the Network Connections window, double-click the Local Area Connection

option.

Result: The following window appears.

-
[0 Local Area Connection Properties

o

Networking | Sharing

Connect using:
l_-?‘ Realtek PCle GBE Family Controller

This connection uses the following items:

o% Client for Microsoft Networks
J=l\irtual PC Network: Fiter Driver
QOOS Packet Scheduler

gﬁle and Printer Sharing for Microsoft Networks
& [ntemet Protocol Version & (TCP/IPvE)

B Intemet Protocal Version 4 (TCP/IPw4)

& Link-Layer Topology Discovery Mapper /O Driver

<& Link-Layer Topology Discovery Responder

Description

Transmission Cortrol Protocol/Intemet Protocol. The default
wide area network protocol that provides communication
across diverse interconnected networks.

[ ok |[ cancel |

ke

Properties button.

Result: The following window appears.

6 Select the Internet Protocol Version 4 (TCP/IPv4) option and click the

MCS341-DS1-111
Security gateway
4P529063-1A - 2020.12
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h

Internet Protocol Version 4 (TCP/IPv4) Properties

(9 i)

General

‘fou can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

() Obtain an IP address automatically
(@) Use the following IP address:
IP address:

Subnet mask:

Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[ validate settings upon exit

OK J [ Cancel

]

7 Click the Use the Following IP Address: radio button.
8 Set the following IP address (IP address): "192.168.0.2".

i

INFORMATION

This example uses 192.168.0.2, but you can choose any address in the range of

192.168.0.2~192.168.0.254 (except . 192.168.0.126).

9 Set the following Subnet mask (Subnet mask): "255.255.255.0".

-

Internet Protocol Version 4 (TCP/IPvd) Properties

=)

General

‘fou can get IP settings assigned automatically if your network supports
this capability. Otherwise, you need to ask your network administrator

for the appropriate IP settings.

() Obtain an IP address automatically
(@) Use the following IP address:

IP address: 192.168. 0 . 2
Subnet mask: 255,255,255, 0
Default gateway:

Obtain DNS server address automatically
(@) Use the following DNS server addresses:

Preferred DNS server:

Alternate DNS server:

[T validate settings upon exit

[

oK J [ Cancel

]

h

10 Click the OK (OK) button.

To prevent interference from any wireless network, disable all wireless network
cards on your computer as follows:

11

12
13

14

In the Network Connections window, right-click the Wireless Network
Connection option.

Select the Disable option.

Check if you can make a connection from your computer to the Security
gateway module. To do so, open the command prompt on your computer as
follows:

Click the Windows Start button.

Installer reference guide
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15 In the Search box, type "Command Prompt", or alternatively "Cmd".
16 In the list of results, click the Command Prompt or Cmd option respectively.

17 Ping to the IP address of the Security gateway module. To do so, enter: "ping
192.168.0.126" and confirm by pressing the Enter key.

Result: You will receive an answer as the example below:

BE C\windows\system32\cmd.exe |3Eihj

\>ping 192.168.0.126

inging 192.168.0.126 with 32 bytes of data:

eply from 192.168.0.126 :bhytes=32 time=1ms TTL=64
eply from 192.168.0.126 :bhytes=32 time=1ms TTL=64
eply from 192.168.0.126 :bhytes=32 time=1ms TTL=64
eply from 192.168.08.126 :bytes=32 time=4ms TTL=64

ing statistics for 192.168.8.126 :

Packets: Sent = 4, Received = 4, Lost = B (Bx loss),
pproximate round trip times in milli-seconds:

Minimum = ims, Maximum = 4ms,. Average = 1ms
N2,

< m b

INFORMATION

If you do NOT get replies, but time-outs instead, there might be something wrong
with the connection. Refer to "6 Troubleshooting" [» 31] to fix the problem.

i @

3.4 About configuring the Security gateway

3.4.1 To access the Security gateway

See "8 Appendix A — About detecting the IP address of the Security
gateway" [» 35] for how to detect the IP address of the Security gateway in case
you forgot it.

1 Type the default IP address of the Security gateway (https://192.168.0.126) in

the URL bar of the web browser (Google Chrome or Microsoft Edge).
[Bl[STE] R

s - . X\
/ New Tab x

C | O https://192.168.0.126]

O https://192.168.0.126
Q https://192.168.0.126 - Google Search

Google

Japan

=

Result: A warning message about the connection appears.
2 Click ADVANCED (ADVANCED) to show the advanced setup window.

MCS341-DS1-111 | 4 DAIKIN Installer reference guide
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Privacy error

*

El=lel =)

& C | A Not secure | https://192.168.0.126

Q|

Apps  For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

A

Your connection is not private

Attackers might be trying to steal your information from 192.168.0.126 (for example,
passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

[ Automatically send some system information and page content to Google to help detect
dangerous apps and sites. Privacy policy

ADVANCED Back to

3 Click Proceed to 192.168.0.126 (unsafe) (Proceed to 192.168.0.126 (unsafe)).

4

\ops _For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now

A

Your connection is not private
Attackers might be trying to steal your information from 192.168.0.126 (for example,

passwords, messages, or credit cards). Learn more
NET:ERR_CERT_AUTHORITY_INVALID

O Automatically send some system information and page content to Google to help detect
dangerous apps and sites. Privacy poli

HIDE ADVANCED Back to safety

This server could not prove that it is 192.168.0.126; its security certificate is not trusted by
your computer's operating system. This may be caused by a misconfiguration or an
attacker intercepting your connection.

Proceed to 192.1680.126 (unsafe)

Bllel@] %
Privacy error x N
C | A not secure | hetps://192.168.0.126 *

Result: A login window appears

Fill out ID (ID) and Password (Password) (default ID: Daikin / default password:
Daikin) of the Security gateway and click the Sign in (Sign in ) button.

Installer reference guide

16

PDAIKIN

MCS341-DS1-111
Security gateway
4P529063-1A - 2020.12
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/ [ security Gw x W\

E=E =

< C | A Not secure | https://192.168.0.126/#
2 Apps [ FWLT—IL - Wikip:

Sign in
User Information

ID Daikin

Password

Signin

‘

Tr [

»

Result: The Security GW Menu (Security GW Menu) window

appears.

/ ity GW \§
|/ [ securty & x \{

E=E =

& C | A Not secure | htips://192.168.0.126/#

£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Security GW Menu

— Settings

— Output Logs

Communication Log Update Log Monitoring Log

— Others

w| i

3.4.2 To set up the network of the Security gateway

To access the Security GW Menu (Security GW Menu), see "To access the Security

gateway" [» 15].
1 Click the Network (Network) button.

El=l®] & ]
] Security Gw x
« C | A Not re | Bitss://192.168.0.126/% k4
Security GW Menu
r— Settings —
[
r— Output Logs el
Update Log Monitoring Log
r— Others =
B communication ~.csv  ~ Show x

Result: The Network Setup (Network Setup) dialog appears.
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[BBEIES
] Security Gw x

¢ > C [ANotsecure https://192.168.0.126/% #] :
i Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now-

Network Setup

LAN Port1 LAN Port2
IP Address IP Address
Subnet Mask Subnet Mask

Default Gateway 192168 . 0 . 100 (O Use a Proxy Server
Primary DNS IP Address

Secondary DNS Port Number

2 Fill out the following network data:
LAN Port1 (LAN Port1 ) (=A)

= I[P Address (IP address): Unique IP (default: 192.168.0.126) address in local
network

Subnet Mask (Subnet mask): 255.255.255.0

Default Gateway (Default Gateway): IP address (default: 192.168.0.100) of local
router

= Primary DNS (Primary DNS): IP address (default: 192.168.0.100) of local router
= Secondary DNS (Secondary DNS): leave blank

LAN Port2 (LAN Port2) (=B)

= Leave empty

INFORMATION

If the IP address (IP address), default gateway (Default gateway) and primary DNS
(Primary DNS) are according to the conditions of the local network, you do not need
to change them.

i

3 Click the Save (Save) button.
Result: The Confirm (Confirm) dialog appears.
4 Click the Yes (Yes) button to reboot the Security gateway.
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EjETE==s
] Security W x L)
< C | A Not secure | hteps://192.168.0.126/# | i

= your bookmarks here on the bookmarks bar. Import bookmarks now:

£ Apps For quick a

Confirm

Are you sure you want to reboot the Security GW?

Result: This will reboot the Security gateway.
Result: The web browser window appears.

Result: The IP address will be changed.

INFORMATION

[

1 The web browser communication will be lost once step 4 is executed. Follow the
procedure as described in "To access the Security gateway" [» 15] to reconnect by
using the new IP address.

Reset the LAN network settings of your computer to their original values.
If you disabled it before, enable the WiFi adapter of your computer.

Disconnect the Ethernet cable between your computer and the Security
gateway module.
8 Connect an Ethernet cable between the Security gateway module and the
local network.
g9

a b ¢ —g

IV

ouT__IN
F1, F2[F1, F2

INFORMATION

For confirmation that the IP address is changed correctly, access the Security
gateway as described in "To access the Security gateway" [» 15] by using the new IP
address.

i @
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3.4.3 To set up the time zone of the Security gateway

To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1 Click the Time Zone (Time Zone) button.

[A]l=18] =]
/B secunty -
* € | & Not seoure | BESs//192.168.0.126/2 #| ¢
£ Apps For quick access, place your boskmaris here on the bookmarks bar. Tmgort bookmarks now
Security GW Menu
— Settings =
—Output Logs i
Communication Log Monitaring Log
v
B communication -.csv ~ | showan | x

Result: The Time Zone Setup (Time Zone Setup) dialog appears.

2 Click the [ ¥] button to open Time Zone drop-down list >> select and click the
time zone.

[All=[E] %
) Security Gw x
€ & C [ & ot secure | hitps://192.168.0.126/# %] i

i Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now-

Time Zone Setup

Time Zone GMT:Greenwich Mean Time: Dublin, Casablance v
GMIT-01:00:Azores, Cape Verde Is

GMT-Greenwich Mean Time: Dublin, Casablanca
GMT-+01:00:Paris, Roma, Warsaw, Sarajevo
GMT-+02:00:Athena, Israel, Cairo, Bucharest
GMT-+03:00:Nairobi, Baghdad, Moscow

GMT«HCM 00:Abu Dhabi, Muscat, Baku, Tbilisi

3 Click the Save (Save) button.

allelel %
] secunty w *
C [ A Not secure | hitps://192.168.0.126/% #] 1

\pps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Time Zone Setup

Time Zone [omT+03:30 Tehran

Save [
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4 To commission the iTM or LC8 controller

1 Referto the Airnet Handbook for the Installation of the iTM or LC8 controller.

The next steps are a deviation of the Airnet Handbook, make sure the settings on
the iTM or LC8 controller are as mentioned in step 3.

2 Referto "2.3 System description" [» 6] fort he setup.

3 Setup the network of the local controller according to the table below.

iTM
Controler Nema
Host Name | localhost Medify I
IP Address | 192.168.0.40
Subnet Magk | 255.255 266.0 || wodity I
[efault Gateway
Freferred ONS | 192 168 0 254 Modify I
| Web Server |
| Web iF Server |
[ ] [ ]
LC8
[
IP Address | 192 [wee. | o. | 1
Subnet mask | 285 [ 285, |25, | 0
Default gateway I 0. I 0. I 0. I 0
Primary DNS | oo ] oL | 0. ] ¢
SecondayDNS | 0. [ o. | 0. | 0

(Details) section can remain empty.

4 Set NSC URL http://Lcc.m2m.daikineurope.com/NSC and select the correct
Access Point Name (Access Point Name) from the selection list. The details
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NSC Line Detailed Information Setup x|

Access Port Name

[EDP Net (Belgivum) |
Fie Property
~ Detas
Outside line dispatch number
Telephone No.  [0] [o2203—

Note: The outside line dispatch number will be joined fo
the telephone number at next start up time.

PPF User Name [~

PPP Password -

DMNS Prmary Server I_
DMNS Secondary I

Common Froperty
NSCURL |

Login User Name |

Login Password |

|0|c|(:amu||

5 Connect with vyour Daikin Cloud Service credentials to https://
cloud.daikineurope.com. and create a new site. As soon as the site is created,
note down the iTM or LC8 number:

- iTM No: The registered id number of the intelligent Touch Manager. This
number will be in the following format: LT2N###### (with # being an
alphanumerical value).

- LC8 No: The registered id number of the LC8 Controller. This number will be in
the following format: LC8N###### (with # being an alphanumerical value).

LG Information Setup

LC Ma|LCBMSENOD Prediction Logic Yersion

DEY. Version |3.43.24L Dperatar Code
User 10 [T5T1001] Installation [2013/11/01
Date

Ikztallation
Place |DA Indugtny

Current Frequency

(" BOHz ™+ G0Hz

AL Ihput Yoltage Batch Setup

0K | Cancel |
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5 Operation

5.1 About logs download

You can record and download three logs via the web application of the Security
gateway.

The following logs can be used to validate the correct functionality of the Security
gateway in case of issues:

File type Purpose

Communication Log This will contain the information
regarding the timing and the type of
data the Security gateway sent to the
cloud platform.

Update log This will contain the information
regarding the update check, timing of
when the Security gateway checked for
an available update, and the indication
if a new software version was installed.

Monitoring log This will contain the information
regarding the actions executed on the
Security gateway as example when it
was turned off and when it was turned
on.

5.1.1 To download communication logs
To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1 Click the Communication Log (Communication Log) button.

all=[=@] =%

] Security Gw
€ > C [AnNotse

£ Apps  For quick acces:

https://192.168.0.126/# | i

e your bookmarks here on the bookmarks bar. Import bookmarks now

Security GW Menu

— Settings —

— Output Logs —/

Communication Log Update Log Monitoring Log

— Others

2 Check the download status in the download bar at the bottom of the window.

MCS341-DS1-111 | 4 DAIKIN Installer reference guide

Security gateway 23
4P529063-1A -2020.12



5 | Operation

Bll=[E] % ]
(] security GW x
< C | A Not secure | hitps://192.168.0.126/# *

£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Security GW Menu
— Settings —

r— Output Logs -

ooz

— Others —/

»

& communication--.csv A showall | X

3 Find and double-click (to open) the downloaded communication log .csv
(Communication_Log.csv) file on the desktop.

nmunicat
_Log.csv

4 Check the details of the communication log .csv (Communication_Log.csv) file.

[F™ I R CRN Y Communication_Log.csv - Microsoft Excel = o =
Kb BA ARSI BX T4 BEE R v@o @ =
F23 - § E =
A B E D E Eu g
1 2017410724 1315 termconfig 1921680150 1 %
2 2017/10/24 1315 termconfigresult 1921680150 1
3 2017/10/24 1315 daily 192.168.0.150 1
4 2017/10/24 1315 termconfig 182168.0180 1
5 2017/10/24 1315 termoonfigresult 182 1650180 1
5] 2017410724 1315 daily 1921680150 1
7 201710424 1315 termconfig 1921680180 1
g 2017710424 1315 termcaonfigresult 1921680180 1
8 2017/10/24 1315 daily 182168.0180 1
10 | 2017/10/24 1315 termconfig 1821680180 1
il 2017410724 1315 termconfigresult 1921680150 1
12 | 201710724 1315 daily 1921680180 1
13 2017/10/24 1315 termconfig 192.168.0.150 1
14 2017/10/24 1315 termoonfigresult  182.1680.1 80 1
15 2017410424 1315 daily 1821680180 1
16 2017410724 1315 termconfig 18216801580 1
17 | 201710724 1315 termconfigresult 192168.0180 1
18 2017/10/24 1315 daily 192.168.0190 1
19 2017/10/24 1315 termconfig 192168.0150 1
20 | 2017410424 13:15 termoonfigresult 192 1630180 1
21 2017/10/24 1315 daily 18216801580 1
22 | 2017710724 1315 termconfig 1921680180 1
E 2017/10/24 1315 termconfigresult. 1921680150 1 I -
W 4 » ¥ | Communication Log ~#2 [l4] il | » i
Eroi| |[E@m 100% (= [} )

5.1.2 To download update logs

To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1 Click the Update Log (Update Log) button.
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2

2 Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now

Security GW Menu
— Settings —

r— Output Logs -/

— Others —/

Bllsle] %
(] security GW. x
& C | A Not secure | https://192.168.0.126/# w| i

Check the download status in the download bar at the b

ottom of the window.

Bllele] %

] Security Gw x L\
& > C [ A Notsecure | htps://192.168.0.126/% % i
£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now.

Security GW Menu

— Settings -/

— Output Logs —

— Others —/
B Update_Log.csv ~ showall | X

Find and double-click (to open) the downloaded update log .csv

(Update_Log.csv) file.

Update_Log.csv

Check the details of the update log .csv (Update_Log.csv) file.
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[FRIN™ B B R Update_Log.csv - Microsoft Excel o B =
H—h BA A=z LA7Ir & T4  BE Fr v@coc@=
Heo - £ v
A B o o} E F G B
1 2017710725 84 check 0 E
2 2017A10/25 64 check O
3 2017710725 841 check O
4 2017710725 84 check O
5 | 2017710725 84 check 0
6 | 2017/10/25 84 check 0
T 20TA025 B check O
5 2017710725 84 check O
5 2017/10/25 84 check O
10 | 2017/10/25 84 check O
11 2017710725 84 check 0
12 2017710725 8H check 0
13 20017/10/25 84 check O
14 2017/10/25 84 check O
15 2017/10/25 84 check O
16 2017/10/25 84 check 0
17 | 2017710425 84 check 0
18 2017710725 84 check O
18 2017/10/25 B4 check O
20 2017/10/25 84 check O
2 2017710725 84 check 0
22 | 2017/10/25 841 check O [
23 2017710725 84 check 0 -
H 4 v Update Log <% [ il r [
TeF | |[EDm 100% (= U

5.1.3 To download monitoring logs

To access the Security GW Menu (Security GW Menu), see "To access the Security

gateway" [» 15].

1 Click the Monitoring Log (Monitoring Log) button.

allsE] %
/[ securty Gw x
< C | A Not secure | https://192.168.0.126/# *

i1 Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Security GW Menu

— Settings —

r— Output Logs —

Communication Log Update Log Monitoring Log

— Others —/

ottom of the window.

2 Check the download status in the download bar at the b
al=lE] %
./ [E0 security Gw x
& C | A Not secure | https://192.168.0.126/# R4
£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:
Security GW Menu
— Settings —
r— Output Logs —
— Others —
. » ¥
@ Monitoring_Log.csv A showall | X
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3 Find and double-click (to open) the downloaded monitoring log .csv
(Monitoring_Log.csv) file on the desktop.

Monitoring_Log.

4 Check the details of the monitoring log .csv (Monitoring_Log.csv) file.

F3IN™ B R = Monitoring_Log.csv - Microsoft Excel o @B R
b BA ARSI B F4 BEE FE v@o® =
E22 hall! £ v
A B E D E ET
2017410724 1413 GWWATCHER START %

1

2 2017/10/24 1414 GwATCHER START.
3 2017/10/24 1414 GWwATCHER START.
4 2017/10/24 1414 GwWwATCHER START.
5 2017/10/24 1414 GewATCHER START
4] 2017/10/24 1414 GWWATCHER START
7 2017/10/24 1414 GAWATCHER START.
g 2017/10/24 1414 GWwATCHER START.
9 2017/10/24 1414 GewATCHER START.
10 2017/10/24 1414 GWWAT CHER START
11 2017/10/24 1414 GWWATCHER START
12 2017/10/24 1415 GWWATCHER START.
13 2017/10/24 1415 GAWATCHER START.
14 2017/10/24 1415 GWWATCHER START.
15 2017/10/24 1415 GWWAT CHER START
16  2017/10/24 1415 GWWAT CHER START
17 2017/10/24 1415 GWWATCHER START.
18 2017/10/24 1415 GMWATCHER START.
18 2017/10/24 1415 GWWATCHER START.
20 2017/10/24 1415 GWwWATCHER START.
21 2017/10/24 1416 GwWwATCHER START

22 | 2017/10/24 14416 GAWATCHER START [ 1

23 2017410424 1416 GWWATCHER START. -
W 4y M| Monitoring Log < #J [« [Tl ] 1]
aTE | |[E@m 100% (= y) (%)

5.2 To reset the Security gateway to its factory settings

To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1 Click the Factory Reset (Factory reset) button.
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allsl@] %
] Security W *
€ C | A Notsecure | https//192.168.0.126/# %] i

£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Security GW Menu
— Settings —

— Output Logs —

Communication Log Update Log Monitoring Log

— Others —/

Result: The Confirm (Confirm) dialog appears.
2 Click the Yes (Yes) button of the confirmation dialog.

Bllel@] %
[ Security GW x\
& C [ A Notsecure | hitpsi//192.168.0.126/# %) i

£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Confirm

Are you sure you want to reset the Security GW to initial
state?

Result: The Security gateway is reset to the original manufacturer settings.

5.3 To reboot the Security gateway

To access the Security GW Menu (Security GW Menu), refer to "To access the
Security gateway" [» 15].

1 Click the Reboot (Reboot) button.
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Bllsle] %
[E] security Gw x
€ © C [ANotsecure | htps://192.168.0.126/# *]
3 Apps  For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now

Security GW Menu

— Settings
Wodio Updalo o 200

— Output Logs —
Updlo Log Montong Log

— Others —

< L

Result: The Confirm (Confirm) dialog appears.
2 Click the Yes (Yes) button.

Bllele] %
[ security 6w x \L
& C |ANotsecure | hitps://192.168.0.126/# %
H Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Confirm

Are you sure you want to reboot the Security GW?

Cancel

<+ I

Result: The confirmation dialog disappears and all of the buttons are grayed-
out and disabled.

Blele] %
0 Security Gw x
€ © C | A Notsecure | hips//192.168.0.126/# #)
2 Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now-

Security GW Menu

— Settings -

r— Output Logs -/

< -

Result: The Security gateway is rebooted.
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5.4 To check the version numbers

In some cases you might need to communicate the version numbers of your
Security gateway. Via the web application’s menu you can retrieve the version of:

= The web application (browser based and specific Security gateway setup tool) of
the Security gateway. [Client Version]

= The Security gateway’s hardware, firmware and OS. [Security GW Version]

= The unique serial number for the Security gateway management. [Security GW
Number]

To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1

3

Click the Version (Version) button.

allelE] %
] Security GW. x Wy
€ > C [A Notsecure | hitps://192.168.0.126/# x| i
2 Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:
Security GW Menu
— Settings —
— Output Logs —
— Others —/
:
Result: The Version (Version) dialog appears.
Check the versions.
Bllel@] %
[F1] Security GW x L\
€ C | A Notsecure | hitps://192.168.0.126/# %) i

£ Apps For quick access, place your bookmarks here on the bookmarks bar. Import bookmarks now:

Version

Client Version 100

Security GW Version 100

Security GW Number 0000000001

Click the OK (OK) button to go back to the main screen.

Result: The main screen appears.
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6 Troubleshooting

6.1 Conceivable failures

Failure

Cause

Solution

Connection failure

Cannot connect to the
Security gateway.

Check power.

Make sure that the RIGHT SD card is inserted in the SD card
slot CORRECTLY.

Make sure that the Security gateway is POWERED ON.

Check the IP ADDRESS of the Security gateway and the setup
PC. Make sure they are included in the same local network.

Make sure that the RIGHT LAN ports are used and set:
- Left side: Port A
- Right side: Port B

RESTART the Security gateway

* Use the specific Security gateway setup tool when you
forgot the IP address of the Security gateway as described in
"8.2 To detect the IP address" [» 35].

Setup failure

Failure to:

= Perform setup,

= Download logfiles,

= Perform factory reset,
= Reboot,

= Check the version.

SIGN OUT of the web application of the Security gateway
setup or the specific Security gateway setup tool.

SIGN IN the web application of the Security gateway setup or
the specific Security gateway setup tool again.

TRY setup, download log file, factory reset, reboot and version
check again.

6.2 Error messages

Category Description Remarks
1. Javascript invalid 1.1 Javascript —
unavailable. Enable
Javascript and try again.
2. Cookie invalid 2.1 Cookie disabled. —
Enable cookies in your
browser preferences
and try again.
3. Security gateway 3.1 Failed to connectto | —
connection Security gateway. Check
if the Security gateway
is connected to the
same network.
MCS341-DS1-111 |4 DAIKIN Installer reference guide
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Category

Description

Remarks

4. Sign in

4.1 User ID and/or
password are not yet
entered.

Input the user ID and password.
Click the [Sign in] button.

4.2 Authentication
failed. Invalid User ID
and/or password.

Confirm the user ID and password.
Input the correct user ID and password.
Click the [Sign in] button.

4.3 Failed to
communicate with the
Security gateway.

Confirm that the SD card is inserted in the SD card slot.
Confirm that the Security gateway is powered ON.

Confirm that the LAN cable is inserted in both Security
gateway and setup PC.

Press the reset button of the Security gateway.

5. Security gateway
menu

5.1 Failed to
communicate with the
Security gateway.

Same as 4.3

5.2 Log acquisition
failed.

6. Network setup

6.1 Failed to
communicate with the
Security gateway.

Same as 4.3

7. Module update setup

7.1 Failed to
communicate with the
Security gateway.

Same as 4.3

8. Time zone setup

8.1 Failed to
communicate with the
Security gateway.

Same as 4.3

9. Error dialog

9.1 Your session has
expired. Try to sign in
again.
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7 Technical specifications

7.1 Commissioning computer requirements

Item Specification

0S Windows 7 Professional (32-bit) or
higher

Memory 2 GB RAM or more

Hard drive 20 GB free HD space or more

Ports 1 RJ45 port

Browser One of the following:
= Internet Explorer Version 9, 10 or 11
= Google Chrome
= Mozilla Firefox
= Apple Safari

7.2 Power consumption specifications Security gateway

Item Specification
Related input voltage 110~220V AC
Input power frequency 50~60 Hz

Power consumption CPU module + 1/0 | = Max.: 13 W (11 W+2 W)
module - Typical: 5.5 W (4 W+1.5 W)

For more detailed specifications of the power supply, refer to the manual provided
with the power supply.

7.3 Default tool passwords

Tool Password
Authentication code Security gateway | Not set (blank), see "To access the
web interface Security gateway" [» 15]

= default ID Daikin

= default password: Daikin

7.4 Wiring requirements Security gateway

WARNING

All field wiring and components MUST be installed by a licensed electrician and
MUST comply with the applicable legislation.
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All wiring must comply with the following requirements:

Connection Cross section Max. length Remarks
LAN cable — 100 m = UTP CAT 5e or higher
= RJ45 connector
DII-NET (F1/F2) ©0.75~1.25 mm? Total length®®: = Cable type: 2-core vinyl insulated vinyl-

2000 m (<1500 m sheathed cable/vinyl cabtyre cable or 2-core
when using shielded shielded cable
wire)

(terminal sized for
maximum 1.5 mm?)
= Do NOT use multicore cables with 3 or more
Max. length®: 1000 m| cores

= Do NOT use mixed cable types
= NEVER bundle the cables

= When using a shielded cable, connect only
one end of each shield wire to the ground

= Make sure the wiring is routed and fixed, so
as NOT to touch unearthed accessible
conductive parts

= Make sure a strain relief is available for each
wire entering the electrical cabinet

= For more information on DIII-NET, refer to the
DBACS design guide (ED72721)

230V AC power According to According to = Solid or stranded wire allowed

supply to the PU | applicable legislation | applicable legislation |, The internal protection of the WAGO PSU is
(terminal sized for fused at 2.5 A/ 250 V
maximum 4 mm?)

24V DC power According to — Solid or stranded wire allowed

supply to the applicable legislation

Security gateway

module

(a) Total length is the sum of all wiring in the DIII-NET network.
(b) Max. length is the maximum distance between any 2 connection points in the DIII-NET network.

7.5 System requirements

The PC you use for setup of the Security gateway must comply with these
minimum requirements:

CPU Intel i3 2.2 GHz or higher
Operating Microsoft Windows 7 or higher
system
Memory 512 MB RAM or more
Free space 10 GB or more
on hard
drive
Network 10 BASE-T or higher
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8 Appendix A — About detecting the IP address
of the Security gateway

This appendix explains how to detect the IP address of the Security gateway by
using the specific setup tool for the Security gateway.

8.1 To wire the Security gateway

1 Connect the power supply in the same way as shown in "To connect the
power supply" [» 9].

2 Add the Security gateway to the local network as shown in the following
figure:

pPC

Router

Security gateway
LAN port A

Q n T O

Only LAN port A will be used in this case.
3 Plugin the power supply.

8.2 To detect the IP address

Make sure you have the latest version of the gateway setting tool. The latest
version is available on https://my.daikin.eu/denv/en_US/home/applications/
product-finder/Daikin-Cloud-Service.html.

1 Download and extract the zip file containing the GwSettingTool.exe
(GwSettingTool.exe) file to a folder on your local drive.

2 Double-click the GwSettingTool.exe file (GwSettingTool.exe) to start the
Security gateway setup tool.

Result: Connecting starts.

MCS341-DS1-111 |4 DAIKIN Installer reference guide

Security gateway 35
4P529063-1A -2020.12


https://my.daikin.eu/denv/en_US/home/applications/product-finder/Daikin-Cloud-Service.html
https://my.daikin.eu/denv/en_US/home/applications/product-finder/Daikin-Cloud-Service.html

8 | Appendix A — About detecting the IP address of the Security

gateway

Security GW Connection

Connecting...

=] © =

Result: After about 1 minute, a login window appears.

3 Fill out ID (ID) and password (Password) (default ID: Daikin / default password:
Daikin) of the Security gateway and click the Sign in (Sign in) button.

- Security GW.

Sign in
User Information
o

=] ®

Result: The Security GW Menu (Security GW Menu) window appears.
4 Click the Network (Network) button.

1. Security GW

Security GW Menu

— Settings

— Output Logs

— Others

Communication Log Update Log Monitoring Log

Result: The Network Setup (Network Setup) dialog appears.
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gateway
Network Setup

LAN Port1 LAN Port2

IP Address IP Address ]

Subnet Mask Subnet Mask l:l

Default Gateway (O Use a Proxy Server

Primary DNS IP Address |:|

Secondary DNS l:l Port Number I:I

5 Check the IP address (IP address) of LAN Port1 (LAN Port1 ).
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9 Appendix B — About commissioning in case of
Proxy Server

This appendix explains how to perform the initial setup of the Security gateway if
the topological structure does not correspond to the standard one described "Local
network setup" [» 6].

9.1 Alternative setup

1 Connect the power supply in the same way as shown in "To connect the
power supply" [» 9].

2 Add the Security gateway to the local network as shown in the following
figure:

Both LAN port A and LAN port B will be used in this case.

-t
==

@coNrEc |/

QOutdoor unit

LAN connection (DIII)

iTM or LC8 controller

LAN connection to port A
Security gateway

iTM or LC8 controller to port B
LAN gateway (RJ-45)

Daikin Cloud Service

S0Q| -~ Q0 T O

3 Plugin the power supply.

9.2 To access the Security gateway

See "To access the Security gateway" [» 15].

9.3 To set up the network of the Security gateway

To access the Security GW Menu (Security GW Menu), see "To access the Security
gateway" [» 15].

1 Click the Network (Network) button.
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/’ ] securiy Gw =

) 2 C | A Not secure | Rlips://192.168.0.126/2
Security GW Menu
r— Settings

— Output Logs

Communication Log

&) communication esv ~

551 Apps For quick access, place your bookmarks hare on the bockmarks bar. Imaart Eookmarks now

EEB =]

Monilaring Log

showall | X

Result: The Network Setup (Network Setup) dialog appears.

[ Security Gw *

elelel =

< C | A Not secure | https://192.168.0.126/#
i Apps [3 ZULT—L - Wikip

Network Setup

Y| i

LAN Port1

IP Address
Subnet Mask
Default Gateway
Primary DNS
Secondary DNS l:l

LAN Port2

Subnet Mask 255 . 255.255. 0

Use a Proxy Server

IP Address 192.168. 0 . 121

Save Cancel

2 Fill out the following network data:

LAN Portl (LAN Portl ) (=A)

= I[P Address (IP address): Unique IP (default: 192.168.0.126) address in local

network

= Subnet Mask (Subnet mask): 255.255.255.0
= Default Gateway (Default Gateway): IP address (default: 192.168.0.100) of local

router

= Primary DNS (Primary DNS): IP address (default: 192.168.0.100) of local router
= Secondary DNS (Secondary DNS): leave blank

LAN Port2 (LAN Port2) (=B)

= [P Address (IP address): select different IP range address than for port A (e.g.

192.168.10.5)

Subnet Mask (Subnet mask): 255.255.255.0

= Use a Proxy Server (Use a Proxy Server): Check

IP Address (IP address): IP Proxy Server

= Port Number (Port Number): Port Proxy Server
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INFORMATION

@

l If the IP address (IP address), default gateway (Default gateway) and primary DNS
(Primary DNS) are according to the conditions of the local network, you do not need
to change them.

3 Click the Save (Save) button.
Result: The confirm (Confirm) dialog appears.

4 Click the Yes (Yes) button to reboot the Security gateway.

3] =]

B Security W 0\
¢ > © [ANotsecure | hitps://192.168.0.126/% ot

£5 Apps For quick access, place your bookmrks here on the bookmarks bar. Import bockmarks now:

Confirm

Are you sure you want to reboot the Security GW?

Result: This will reboot the Security gateway.
Result: The web browser window appears.
Result: The IP address will be changed.

° INFORMATION
l The web browser communication will be lost once step 4 is executed. Follow the

procedure as described in "To access the Security gateway" [» 15] to reconnect by
using the new IP address.

5 Reset the LAN network settings of your computer to their original values.
6 If you disabled it before, enable the WiFi adapter of your computer.
7 Disconnect the Ethernet cable between your computer and the Security

gateway module.

8 Connect an Ethernet cable between the Security gateway module and the
local network.

a b c d e f g h

9.4 To set up the time zone of the Security gateway

See "To set up the time zone of the Security gateway" [» 20].
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9.5 To commission the iTM or LC8 controller

Refer to:
= Airnet handbook:
- For commissioning of the iTM or LC8 controller

- Format: Digital files on http://www.daikineurope.com/support-and-manuals/
product-information/

= iTM installation manual
= LC8 installation manual

The next steps are a deviation of the Airnet Handbook, make sure the settings on
the iTM or LC8 controller are as mentioned in step 1.

1 Setup the network of the local controller according to the table below.
iT™M

Controllar Kame
Host hame | localhost Modify I
IP Address | 192.168.040
Subnet Mask | 256,265 266.0 || Modify I
Diefault Gateway
Preferred ONS | 192,168 .0.254 Modify I
Alternate DNG  |88.8.8 Modify I
| Web Server |
[ Web IIF Server |
[o ] [e==n ]
LC8
[
IP Address 12 [we. [ 0. | 1
Subnet mask | 255 [ 285, | 2s5. | @
Default gateway I 0. I 0. I 0. I 0
Primary DNS [ o [ oL | o. ] o
SecondayDNS | 0. [ 0. | 0. | 0
ok | Cancel |

2 Set NSC URL http://Lcc.m2m.daikineurope.com/NSC and select the correct
Access Point Name (Access Point Name) from the selection list. The details
(Details) section can remain empty.
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NSC Line Detailed Information Setup x|

Access Port Name

[EDP Net (Belgivum) |
Fie Property
~ Detas
Outside line dispatch number
Telephone No.  [0] [o2203—

Note: The outside line dispatch number will be joined fo
the telephone number at next start up time.

PPF User Name [~

PPP Password -

DMNS Prmary Server I_
DMNS Secondary I

Common Froperty
NSCURL |

Login User Name |

Login Password |

|0|c|(:amu||

3 Connect with vyour Daikin Cloud Service credentials to https://
cloud.daikineurope.com. and create a new site. As soon as the site is created,
note down the iTM or LC8 number:

- iTM No: The registered id number of the intelligent Touch Manager. This
number will be in the following format: LT2N###### (with # being an
alphanumerical value).

- LC8 No: The registered id number of the LC8 Controller. This number will be in
the following format: LC8N###### (with # being an alphanumerical value).

LG Information Setup

LC Ma|LCBMSENOD Prediction Logic Yersion

DEY. Version |3.43.24L Dperatar Code
User 10 [T5T1001] Installation [2013/11/01
Date

Ikztallation
Place |DA Indugtny

Current Frequency

(" BOHz ™+ G0Hz

AL Ihput Yoltage Batch Setup

0K | Cancel |
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